Procedure to install HK POST e-Certs in Adobe Acrobat Reader:
Part A – Download ECert from HK Post

1. Open the following URL:

http://www.hongkongpost.gov.hk/product/download/root/index.html

2. Download the "Hongkong Post Root CA 2" certificate to local harddisk.
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Part B – Import ECert to Adobe Acrobat Reader
1. Open Adobe Reader
2. Select “Edit” > “Preferences…”
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3. In “Categories”, click “Signatures” [image: image3.png]Preferences
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4. Click “More…” in “Identities & Trusted Certificate” section
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5. Click “Trusted Certificates” in the left hand-side menu
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6. Click “Import” button
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7. Click “Browse…” button in the “Contacts” section and choose the certificate
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8. Highlight the “Hongkong Post Root CA2” in the “Contacts” list and then the “Hongkong Post Root CA 2” will be appeared in the “Certificates” list
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9. Click the “Import” button to complete the installation of “Hongkong Post Root CA2”
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10. Click the “OK” button and then “Close” button to complete the installation.
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